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Karnataka Gramin Bank 
(A scheduled Bank established by Govt of India- Sponsored by Canara Bank) 

 

Head Office : Ballari  

 

AMENDMENT-1 to RFP NO: RFP: 03/2021-22 dated 07.02.2022 for “Selection of Security System Integrator to 

set up Cyber Security Operations Centre (C-SOC)” 

 

The amendments to the RFP are covered in this document. 

 

All other instructions, terms & conditions of the above RFP remain unchanged. Please take note of the above 

amendments and the replies to pre-bid queries thereon while submitting your response to subject RFP.  

 

 

 

 

 

           Sd/- 

Date: 25-02-2022                            General Manager 
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It is decided to amend the following Clauses of RFP: 

 

Sl No Clause No Existing Clause Amended Clause 

1. Page No.2 Bid 

Details in Brief 

Sr No.8 

Last Date for Bid Submission 

08.03.2022 up to 03:00 PM 

Last Date for Bid Submission 

15.03.2022 up to  03:00 PM 

2. Page No.2 Bid 

Details in Brief 

Sr No.9 

Date, Time for Opening of Part-A Conformity to Eligibility 

Criteria 

 

08.03.2022 at 03:30 PM 

Date, Time for Opening of Part-A Conformity to Eligibility 

Criteria 

 

15.03.2022 at 03:30 PM 

3. RFP Page No.16  

8.6.6 Storage 

Sr No.i) 

Table 2: Minimum Host continuity Requirement: 

Host Connectivity  

 

1GB iSCSI  2 Ports/Controller  

10GB iSCSI  2 Ports/Controller  

 

8GB FC  4 Ports/Controller  

 

Archival storage 

Connectivity  

 

Protocols to be 

supported: 

CIFS, NFS & 

HTTP.  

 

 

 

 

Table 2: Minimum Host Connectivity Requirement: 

Host Connectivity  

 

1GB iSCSI  2 Ports/Controller  

10GB iSCSI  2 Ports/Controller  

 

8GB FC  4 Ports/Controller  

 

Archival storage 

Connectivity  

 

Protocols to be 

supported: 

Fibre Channel 

(FC), Internet 

Small 

Computer 

System 

Interface 

(iSCSI), Fibre 

Channel over 

Ethernet 

(FCoE) and 

Others. 

 

 

4. RFP Page No.17 

8.6.7 Packet Capture 

Clause a) & b)  

 

a) The Solution must be capable of full packet capture and 

securely store these packets for a minimum of 30 days. 

 

b) Raw packets are to be stored for a period of 15 days and 

meta-data to be stored for: a period of 30 days. 

a) The Solution must be capable of full packet capture 

and securely store these packets. 

 

b) Raw packets are to be stored for a period of 15 days and 

meta-data to be stored for a period of 30 days. 
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5. RFP Page No.80 

 

Table 21:Resource 

Matrix - L1, L2,L3 

 

 

 

 

 

 

 

Table 21 Resource Matrix: 

Type Qualification - 

Academics 

Skills and 

Certifications 

L1 Engineer (BE / B. 

Tech/MCA)  

CCNA/CCSP/ 

any SIEM 

technical 

certification  

 
 

Table 21 Resource Matrix: 

Type Qualification - 

Academics 

Skills and 

Certifications 

L1 Engineer (BE / B. 

Tech/MCA/BSc-

IT/BCA) 

CCNA/CCSP/ 

CEH/any SIEM 

technical 

certification  

 

Note: Experience & Role of L1 resource is same as 

defined in RFP. 

6. Page No.2, 

Annexure-2 

Technical 

Requirements-SIEM 

Point No.11 

The proposed solution should have connectors to support the 

listed devices/ applications, wherever required the vendor 

should develop customized connectors at no extra cost 

The proposed solution should have connectors to support the 

listed devices/ applications, wherever required the 

vendor/OEM should develop customized connectors at no 

extra cost 

7. Page No.7, 

Annexure-2 

Technical 

Requirements-SIEM 

Point No.68 

The proposed solution should be possible to automatically 

create incidents and track their closure 

Proposed Solution should have the capability to track 
incidents from creation till closure. Selected Bidder has 
to track the incidents till its closure.  

 

8. Page No.8, 

Annexure-2 

Technical 

Requirements-SIEM 

Point No.70 

Pre-defined parsers are available for parsing logs for Bank's 

Core Banking Solution (Finacle v7.0.18) 
Pre-defined or custom parsers can be created for parsing 

logs for Bank's Core Banking Solution (Finacle v7.0.18 or 

higher). Wherever required the selected bidder should 

develop customized Parsers at no additional cost. 

 

 


